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Abstract

This technical report describes how to configure the SELinux security policy for the example security server. It begins by explaining concepts defined by the Flask architecture that are important to configuring the policy. The report then describes the security model implemented by the example security server. The policy language and the example policy configuration are then described. The report explains how the policy is built and applied to the system. Security-aware applications and their configurations are discussed. Finally, the report describes how to customize the policy for various purposes.