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MATIOKAY, SECURITY COURCIL INTELLIGENCE DIRECTIVE NO, O
COMMURICATIONS INTELLIGENCE

Pursuant to the provisions of Section 101 apd Section 102 of the ¥ational
Security det of 1947, as smended, the Natlonal Security Coumeil hereby anth-
orizes and directs that:

1. There is hereby established under the Nationsl Security Counecil
the United States Communications Intelligence Board (hereinafier referred to
as the "Board™) to effect the authoritative cocrdination of Communications
Intelligence activities of the Govermment and to advise the Director of Central
Intelligence in those matters in the field of Gommunications Intelligence for
which he is responsible.

2. The Board will be ecomposed of not to exceed two members from each
of the following depariments or asgencles: The lepartments of State, the Army,
the Nevy, and the Air Force, and the Central Intelligence Agency, and the
Federal Buresu of Investigeiion. Only those depariments or agencies designated
by the Preaident are suthorized to engage in Communications Intelligence activities.

- 3., The Board members will be vested with authority to represent their
respective depariments or sgencies in the field of Communications Intelligence
and esch member depariment or sgency will be represented at each meeting by at
lesst one member, or aliernste, with the necessary powers to acs.

4. Decisions of the Board will be based on the principle of unanimity,
which shall be e prerequisiie for matters within the purvliew of the Board, except
that the Chairman shsll be elected by majority vote. When decision eannot be
reached, the Board will prempily refer the matter for resoclution to the National
Sewurity Council; provided that, when wnanimity is not obbtained mmong the military
depariment heads of the Deparizent of Defense, the Board shall present the problem
to the Secretary of Defense before presenting 1t to the Nalional Security Couneil.

5. Decisions and policies promulgated by the Board within the mecpe
of its Jurisdietion shall be applicable to sll depertments and sgencies represented
on or subordinate io the National Security Couneil and suy others designated by
the President, and shall be implemented by those depariments snd sgencies of
which action is required.

Leclassified and approved for release by MNSA on 06-13-2012 pursuant to E.0. 13526

~ g T -.-: r'el_!':ﬁ . .1'
d 4

v 3

&% 7
] A
L
7

-

3




POCID:

3978420

AR EF
Fiae i 1WLGY

6. The special asture of Communications Intelligence activities
requires that they be treated In all respects as heing ocutside the framework
of other or general intelligence sgtivities. Orders, directives, pclicies,
or recommendetions of sny euthority of the Executive Branch relating to the
eollection, production, security, handling, disseminstion, or utilization of
intelligence, and/or classified material, shall not be applicable to Communicse
tions Intelligence activities, unleass specifically so stated and iszued by
competent departmentsl or sgency authority represented on the Board.

7. 7The Bosrd shall act for the National Seourity Commneil to insure
proper and full Implementation of Counell direetives by issuing such supe
plesentary divectives as may be required. Such Implenenting directlives in
which the Board concurs unanimously shall be issued to snd jmplemented by the
member departments and sgencies. When dissgreement srises in the Board upon
such directive, the proposed directive, together with statement of non-con-
guiTences, shall be forwarded to the National Security Council for decision as

provided in parsgraph 4.

8. ©Other National Securiiy Council Intelligence Directives to the
Hirector of Centrsl Intelligence and related implementing directives issued by
the Director of Central Imtelligence shsll be construed 23 non-spplieable to
Communications Intelligence activitliez under the suthority of parsgraph 6 sbove,
uhless the Natiomal Security Coumcll has made its directive specifieally sp-
plicable to Communications Intelligence. §

9. The Board will perform such functions as may be required to ac~
gomplish its objective set forth in paragraph 1 sbove, and inm the sxerecise of
responsibilities and suthority delegsated to il by the Kational Security Commeil
in this directive.

30. The Board shall leave the interpal administration end operation
of Cormunicatiens Intelligence sctivities to the member departments or agencies.

11. All ewrrently effective decisions, palicies, and operating sr-
rangements of the Board and its predecessors, the Aray-Navy Communications
Intelligence Board, snd the State-irmy-Ravy Communications Intelligence Board,
as previously constitubed, which are not in conflict with this directive, wi1l
remain in full force and effect unless changed by subsequent decisicns of the
Board.

12, Defd nit.'t.ogg. « For purposes of this directive the following defini-
tions appliy:

2. '{g reien communications™ imclude sll telecommunications and
related materials (except Foreign Press and Fropsgsnda Brosdcasts) of the
govarment and/or their nationals or of any military, air, or naval force,
faction, psrty, depsriment, agemcy, er bureau of s foreign couniry, or suy
person or perscns fcting or pmrporting to act therefor; they shall inelude 2all
other telecommunications and related materisal of, to, and from s fimelgn
country which may contein information of nilitary, politieal, scientific or
economic value. _
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*Communications Tatelligence™ is intelligence produced by
the study of foreign comiunications, Intelligemce based in whole or in part

on Compunieations Intelligence sources shall be considered Communications
Intelligence as pertains to the suthority and responsibility of the Unitaé
States Communications Intelligence Bosrd.

g. “Gomuunications Imtelligence Aetivities” comprise all proces-

ses involved in the colleation, for intelligence purposes, of foreign communi.
aationa, the production of imformetion from auch communications, the dissemina-
tion of that iaformation, and the control of the proteation of that information
and the gsecurity of its sources.




