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(U) SEMIANNUAL REPORT TO THE CONGRESS

(U) For the Period April 1, 2008 through September 30, 2008

(U) Assessment of Management Controls to Implement the Protect America Act of
2007; NSA/CSS IG; ST-08-0001; 3 April 2008

(U/A8¥09) Summary. NSA has implemented procedures to comply with the provisions

with the Protect America Act of 2007 (PAA), which modified the Foreign Intelligence Surveillance

Act (FISA) and was signed into law on 5 August 2007. To protect the privacy rights of U.S.

persons, the new legislation required NSA to implement and follow procedures established by the
Director, NSA, to ensure its adherence to three requirements: that targets are located overseas, that

the foreign intelligence purpose is significant, and that personnel follow applicable minimization

procedures. Our findings included: 1) NSA immediately implemented DIRNSA-directed procedures
on compliance with PAA and strong controls to determine that targets are located outside of the U.S;
2) PAA tasking needs additional controls, in particular to verify that only authorized selectors are on

collection and that the information acquired relates to the foreign intelligence target; and 3) more
rigorous controls will increase the reliability of spot checks for PAA compliance.

(U) Management Action. Management concurred with the recommendations.
(U) Overall Report Classification. TOP SECRET//COMINT//NOFORN
(U) Category. Significantly Improve Intelligence Capabilities

(U) NSA/CSS Hawaii; NSA/CSS IG; AFISRA IG; INSCOM IG, NNWC IG; INSCOM;
JT-08-0001; 23 April 2008

(U/AOE6) Summary. The IG organizations of the Air Force Intelligence, Surveillance,

and Reconnaissance Agency; Naval Network Warfare Command; Intelligence and Security
Command; and NSA conducted the inspection at Kunia, Hawaii, in January and February

2008. The transformation challenges identified during the inspection of mission operations at

NSA/CSS Hawaii (NSAH) are a microcosm of those facing the Extended Enterprise: the
requirement to maintain legacy capabilities on critical enduring target sets and, at the same

time, develop a workforce that can take on the challenges of the networked world. We found
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[ With the completion of the

new NSAH building years away, the likelihoed that personnel will have to remain in the tunnel

past FY13 has emerged. An engjneering_ and safety study of the tunnel has revealed several

health and safety problems that must be addressed in the near term. Funding for these repairs

must be identified as well. Fmall;, the inspection team identified fourteen commendable
achigvements across all elemer;ts of NSAH, reflecting solid leadership at all levels.
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