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Brief Descriptioh of i Crysloprsohlce System and ﬂachine Employing a
Single, Aperiodically-displaced Clpher Commutator.

1. This invention desls with a cryptographle machine in which the
crypstographic principle is basicully as followas:

Power is delivered to the keybosrd st the enciphering position at & spe~
cific instant in a period of 26 poassidble inmaixnia, tho cipher resultent

of 3 glven plain-text letter depsnding therefore upon the specific instant
the keyboard is made ®allve®, since for such of the 26 dlfferent instente
~a different aixed cipher alphabet is presented for encipherments. The
order of pregentstion of cipher nlphabets is reguler dut the exact lnstant
- of the selection of a specific cipher slphabet 13 very irregular and de-
ponds upon a keying fector.

Re The muchine consists baslically of a aingle, conatantly rotsiing,

26 segment, &6 character cipher commutator, 1 beled 1 in FPigure #1, con-
trolled by a keying systen including a set of rotatable, differentisl cem
wheels or an eguivslent electrical cam arranpement. This control system
“oouprises 5 or a multiple of % cam wheels which operate contact levers, shown
~at 2 The inter-action of the 5 contact levers results in setting up at

the 5 relays, 3, 4, 5, 6, 7, a persutation in the Baudot code. Corresponding
to this permutation thers is set up a2 perautation of § translater bars,
ladeled 8, 9, 10, 11, 12, Thesc are slotted members and when a specific
- permutation 13 set up, one of 3% stunt bars £:1ls into place and closea n
contnets 3eversl of thege contacts are shown in the sketch at 13, These
circults lend to a switchbosrd 14, on one side of which there are 32 posi-
tions and on the other side of which therz are only 6 positions. lieferring
to the cam wheels these are of different dismeter znd of differsnt nusbers
of intervals, preferably all prime to one another, They are individuslly
rotatable in step-wise msoner, under control of tho keyboard. The potential
cipher key which reasults from such an errangement is in length the product
of the individual interval nuwbers of the geveral cim wheela., ¥or exasmple,
1f there are 5 can whaels the firat of 100 lntervuls, the second of 99, the
third of 97, the fourth of 91 and the £ifth of 89 interwvals, the total
length of the cipher key would be 7,777,469,700. This morely meuns that

the cipher key would conslst of an unintelligible a&: uence of ciphering key
cherzcters of corresaonding length.

3. The 32 poasible resultant Baudot permutations which are 1ed to
seitchboard 14 are for the purposes of this invention reduced to 26 by
consolidating 6 of the 3¢ clrcuits into the other 26, so thet there will
be only 26 different reaultant effects for cryptograshic keying purpsses.
In this invention this le accompliched cuite aimply by tuking vwhat are
ugually known az the 6 extra functions and shrowing them in with 6 of the
other 26 letter-representing Baudot permutations., Which 6 will be selected
to bs "double-representatlons” can be determined and waried at will at

the gswitchboard L4,
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Ls In thie invention the 26 specific effects thus rendered Hossible by
‘cnm action merely determine which one of 26 segments will be mude *alive® (that
ia, will be connected to o power source) on ¢ set of £6 zegments in the dis-
tributor head 1%, over vhich brush 16 sweeps in synchronism with commutator
wheel #1, As shown in the figure, thic action merely menna that at s glven
ipatant relay 17 ie energized, the instnnt of cnerglzation being controlled
by the can arrangcuent and will be different for cuch key operation at the
keybon.

5, then a specific segment of the distributor 15 ig made "nlive® by
beling connected to o power source, and when thc brush 16 reaches this live
asegment, the keyhoard of the crystograjh 13 made "aldve® at that instant
by the completion of the circutt from power source 18 st contact 19, If a
key ls depressed during that cycle, the letter corresponding to thst key
will be enciphersd in the specific cipher alphabet determined by the specific
angular position of the cipher commutator 1 at the instant that the brush 16
renches the live segment on distributor 15. In other words, the keyboard 1s
made "alive" at 1 of 26dlfferent instants in the cycle prazed through by the
commutator wheels each of these instants corresponds to a different mixed
alphabet of which there is o total of 26. It 4{s to be understood that the
onn wheel assembly iz set at an initinl keying position by pre-arrsngement
and that the cams advance one step or interval per depression of the keyboard
and no more, .

6. The clpher commtaior may be made o reciprocal cipher commutatory or by
duitable switching arrangements s nonreciprocal emciphering-decijhering re-
lationship may be provided for, if desired,

7. The keyboard 20 ia conneoted to the lefthond stator 21, and the clr-
cults panes from 21 through cipher commutstor 1 to the righthend stator Z2
and thence to the bank of indicatings devices 23, back to power source 18,

8. Mesns and circuits mst be provided to provent the cryptogrash from
recording or indleating a resultant more than once for the s:me set up of
keys, so that there may bs one and only onc eipher ejuivelent ner quing
operation,

9« Instead of a sst of 6 translater bars and 32 atunt bars an srrangement
of multiplc contact relays as shown in Figure 2 et 24 may be provided if deemed
more practicable than translater buras,

10. Fgr decipherment, having & reciproesl eiphering commatator the key
setting of the can wheels being the same ag the initisl getting at the enciphering
end the seyuence of keying charncters would be ldentical at the deciphering end
and the reeiprocity between plain-text and cipher charnsters is established
through the cipher commutator and the decipherment is effected in = simple
manner, that is, if at encipherment at n given instant A egusls X then in
deciyherment at that homologous 1natmnt (with respect to the ciyher key) K
would be deciphered as A.



