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I. (U) SUMMARY 
(b) (3) - P . L . 86-36 

(b) (6) l (b ) (3) - P . L . 86-361 
, 

(U/fF0U0) This in~~igatfort -~ conducted in response t~ 'a.referral alleging that 
I '. · · · · · -lJ_nited States Navy (lJSN), while deployed 
with United States Force~;... Iraq_ (µSFI), queried ~_telephone numqer belonging to a 
U.S. person through the.SIP,INTsxstem without autb'Ori~tion. · 

(U//f0UO) A local ~u~it oi'lhe SI~ll\lT _system revealed~~- . . hueried 
a telephone numbei;'belonging,to a U.S. · on on 4 June 2011. The que .was made 
through th ystem.whUe assi ed to the 

The query -------........... - ....... .,,.... ............ """""""' ...... "l""""!!~~~--~----soug t ata om ay to 4 June 2011. No information was retrieved as a result of 
this query due to system safeguards'.• An NSA/CSS Intelligence-Related Incident 
Report was completed by a local sys~m auditor and provided to the NSA/CSS 
Signals Intelligence Directorate Oversi~ht and Compliance office and to the 
NSA/CSS Office of the Inspector Gener$. (0IG). This matter was investigated by the 
0IG and the Navy Criminal Investigative'.~ervice. 

(U/!P6U67 The 0IG concluded thatl ~eliberately and without 
authorization queried a telephone number belonging to a U.S. person. Her actions 
violated Executive Order 12333, USSID 18, 5 C.F.R. §2635.704, and Department of 
Defense Regulation 5240.1-R, Procedures 2 & 14. A Navy Criminal Investigative 
Service investigation is pending. 

(U) Copies of the 0IG report will be provided to the NSA/CSS Associate 
Directorate for Security and Counter IntelJigence, the NSA/CSS Office of General 
Counsel and NCIS for review and appropriate action. 

TGW SEGAli'1,¥S.Ml),tOJ:QR IV 
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II. (U) BACKGROUND 

(U) Introduction 
(U//POUO? On 9 Jul 2011 a local audit of the SIGINT system 
was cond."\W~ai&.-----..JThis audit discovered that on 4 

(b) (3) - P . L . 86-36 •. • .••. . . ltme.201-1...._._..,... _ ___. ueriedatelephonenumberbelongingto 
(b) ( 6) a U.S. person~ ·e query was made through thei I 

.:...: - .. . . __ ~~~ase ~eatch engine which uses th~ ~atabase. 
'~, - - -~ --- --
· .. ·::: ~.. (CJtlrOUO; Th~ · · · · · lsire~iss~;4 ~ NSA/CSS Intelligence-

. ·;:·~elated. lnci_~ -R:eport documenting I I query of a 
. . . _'J.f 6:.jlcrson. This report was provided to the NSA/CSS Signals 

. . -: -._ .... ::.::.~foteUigence Directorate Oversight and Compliance office and the 
_________ ........ ·. NSAICSS•Qffice of the Inspector General. Since the incident 
I (b) (

3
) - P · L · 

86- 361 ·. involveo-an active duty sailor, the Navy Criminal Investigative 
··· ·: .. .. Service (NEIS) alSQ opened an investigation. The results of the 

·. NCIS inv.e_s!igat!on iirp~nding. 

·. . (U/ /~j ..... 1 
• • • Ja~(?~ss to the NSA SI GINT system 

·. started on 4 June 201 I. Her accts$·fo·the.S~q1T syiem was 
·revoked on 10 July 201 l. She rerruii~d at the site until 
August 2011, serving in an administrative position. She returned to 
ht;r home port of San Diego, CA in Au~st:2Q 11. She is currently 

· · · · a~1gned tO' tml1. _______ _.Jand does. not have access to 
SIGINT systems. . · . . . . 
(U//~fflffi) The OIG initially received information tha~tJ 

I !Navy chain of command had conducted an 
investigation into this matter. It was later determined that an 
investigation had not been conducted. The OIG opened its 
investigation after notifying NCIS. 

'ffJfl 8£CfUElW81A'ftlTOffHW 
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(U) Applicable Authorities 

(U) The investigation looked at possible violations of the following 
authorities. See Appendix A for the full citations. 

• (U) Executive Order 12333 United States Intelligence 
Activities 

• (U) United States Signals Intelligence Directive 18 (USSID 
18) 

• (U) DoD Regulation 5240. l-R, Procedures Governing the 
Activities of DoD Intelligence Components that Affect 
United States Persons 

• (U) Standards of Ethical Conduct for the Executive Branch, 
5 C.F.R. §2635.704, Use of Government Property 

FOP GEQEl½'ShS'NOl'ORt\l 
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Ill. (U) FINDINGS 

(U/JFOUO~ Dia1 !deliberately and without authorization 
query a U.S. person's telephone number in the SIGINT system for non-foreign 
lntelllgence purposes? .: 

(UI/F8U9j CONCLUSION: Subslanl/aled. The p~onderance of tha 
evidence supporls the conclusion tha4 !c,uerled a 
U.S. person's tfitephone number in the slGINT·sys m for non-foreign 
intelligence purposes. Her actions violated Executive Order 1233, USSID 
18, DoD Regulation 5240.1-R, and 5 C.'F.R. §2635.704. . --. -

(U) Documentary Evlde'!ca · · . -
. -. - (U) Agency Training Records 

--------
(bl ( 3 l - P • L • 8 6-3 6 _ .•.... -(U//Pffl:,9.} A-gency-tmming records show-thaj ! 
(b) ( 6 ) 
---------...-. .. _ _ successfully completed the Legal Compliance and Minimization 

·:'.·_ .. · · ·Proced_~s training course (OVSC 1800) on 7 March 2011. This 
·._ · -: · .. course cove~, in-detaiJ.,_ t_h_e_ rules against targeting United States 

·._ pe~ons. 

•. ~7~~UO~ ~gency training records also s~~~ ~ha~ 
·. successfylly completed the Overview of Signals Int..,el""li-ge_n_ce __ _. 
'•Authorities_trainirig c~urse (OVSC 1100) on 7 March 2011. 

(~~ NSA/C~S-ln_tel~e-~ct-8~1ated Incident Report .. 1-(b_)_( 3-)--- p- _-L-. _ 8_6 ___ 3_6 ... 1 

(UtiPou~ On 4 ;~ne 70111 . · lmade one~I _· · ____ __. 
database query of a U.S: Rtirson's telephone number. The database 
query r~uested data from 3-May to 4 June 2011. No results were 
returned .\s a result of this query. The query did not involve FISA 
data. The q~ery was discovered dutjng a local audit on 9 July 
2011. All information related to this ct\lery was purged locally 
(Appendix B)'.-. . 

. . 
(U) United Stat~ Navy non-punitive counseli~g record 

(U/iPOUOj INavy supervisor at! hsued 
non-punitive, corrective counseling letter to her on 12 September 
2011 for conducting an "unauthorized database query on an NSA 
system" (Appendix C). 

'FOP SECRE'fh'B#JS~Ol'ORN 
4 



Doc ID: 6595176

NSA:  00006 
Release: 2017-10

IV-11-0073 

(U) Testlmonlal Evidence 

(U/iPOUO~ Petty Officer_! ---,-----

(U/,'FOU0~! !U.S,.-Navy, was interviewed on 15 
August 2013 regatding the allegation that she had misused a U.S. 
SIGINT systenrio targe\ a U.S. person fey- non-foreign intelligence 
purposes. Sp~ial Agentl_ ... ______ .,......,..J Naval Criminal 
Investigative Service,(NCIS) also participat~ in the interview. 
The interyi.ew was conducted in NCIS spaces: 1405. Welles Street, 
San Di~go, CAJ lwaived her right to counsel 1;,efore 
the interview,I wrovided the following sworn ... ·---
testi}llony., , · , :, , _ .,I (bl ( 6 )I 

( b J ( 3 J - P . L . a 6- 3 6 I (l.)i ~Q~ , , , .. jis-currerit!Y .Ss~ ;o thel __ _.j 
----------. _ . .! .., : I San Diego, CA. 

'+"' .... , ....... ! , , 

- - . -

··-~:·.~: ~(?;;;000{. · · · ·... !went TDY to NSA in approximately 
_:, -;~:-_,FebruAt}'-20Tl to receive trairring-on the use of SIGINT systems 

,; ,,_-,,_#, .:, :befiire being deployed to the1-I - ...... ..----. ....... ------""!!"'""--• ;,:,::,: · · · I'. ._ ~rogram. The training consisted of one 
.,(_b_l _(_3 J-----P-. -L-. _8_6 __ -3 .... 6 p·ower pomt presentation after another. She learned that a U. S. 

(bl (6) p~ncould not be targeted through SIGINT, unless there was a 
·:--~:.,, _ legiti~at_e reason and permission was received from management. 
' .. ....... ==:;i' ' 

· (U~ · ~ .- - . ·. !was deployed to United States Forces - Iraq as 
part ~f ~~ lpr:_ogram from 4 June to August 2011. The only 
collection sy~tem she recaUe~ having access to was ANCHORY. 

(U/,'fOUO)·~ ~bout~ June 2~-1-1j . lwas being trained 
on the SIGINT ~ollectioit system by a U.S. Army enlisted soldier. 
She could not recall this soldi-er:s name. The soldier trained all new 

· .. arrivals for thel jprogram. The. ~ldier was standing behind 
'her while she received step-by~step trainil\g on the system. As 
training progressed, she typed in the telephohe.number of a cellular 
tcl,ephone that belonged to her boyfriend's son. if w~s her decision 
to i,nput this particular telephone number into the collection 
system. The nwnber was to a pre-paid phone purchased at' a· . 
Walmart in San Diego, CA. In addition to her boyfriend's sonD 
I !boyfriend, her daughter and her sister also used this 
pre-paid phone. She inputted the number into the SIGINT system 
because it was the only telephone nwnber she could think of at the 
time. She could not explain why this telephone number came to 
mind instead of her own telephone number or any other number. 
The training also required her to put in search parameters and she 

TOP 6£CR£i;S'SJ»'NOFORN 
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selected 5 May to 4 June 2011. She was then told to move on to 
another computer screen and keyboard and did so without clearing 
the telephone number and dates she had already entered. At some 
point she pressed the "enter" key on the second keyboard and both 
monitor screens displayed a bright red warning sign. She saw 
nothing more than the bright red screens after pressing the "enter" 
key. She did not see any data related to her query and did not know 
if actual telephone calling data was displayed as a result of her 
query. She became panicked and asked her training officer what 
had just happened She was told not to worry and to clear out the 
various fields she had filled in and to clear both screens. She 
thought her training officer would report this incident, but he did 

I 
not. She did not report this incident to her management. 

86- 36 • 

---------~ ~ ~: - -~U/JfO.l!O~ In approximately August 2011 J lwas 
·.. '' as1'~d to meef w1fh1 lmanagers afttr-she had completed a 

·. shift.'Shc ~~ asked if she had ~Yer liiisused the collection system 
· ·. and, after sonie thq~~~ recalied making the query on the cellular 

phone belonging. to her :b.o.Yf~end • s son. She explained to her 
managepterrrthat the inciderit=m:vplyed a training mistake. 
_How~ver, she was removed from the1 · . . lcollection unit and 

.. · · . . reassigl)ed to JESTR headquarters, which was in a different 
.. (_b_l -( -3 )- -- P-. -1 -. _8_6 __ -3 ... 6 building. She spent the remainder of her detail ad I 
(b l ( 6 l headquarters. She was required to conduct a one-time training 

course on tlie proper use of the SIG INT systems as part of non-
.·. _punitive counseling. She completed the training in September 

261 _1. She was 11Qt allowed back into the collection site or given 
access tQ the SIG[~T system. She departed Iraq in October 2011 
and returned. to San Diego, CA. . . 
(U/J'FOUO~ · • ~id not know why she was not allowed 
to access the SIGINT systems after explaining to her management 
that her targeting of a U.S. ~rson was the result of a training 
accident She did not know why there have not been other 
instances of similar training accidents because the same U.S. Army 
enlisted person trained all newl larrivals. After making the 
query on the telephone belonging to her boyfriend's son, she made 
no further mistakes by targeting U.S. persons. She swore that her 
actions were merely a training mistake. She denied intentionally 
targeting the telephone belonging to her boyfriend's son. 

TOP ~au.:,;~,M~JOl'9aN 
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(U) Analysis and Conclusion 
(U//fOUO) By her own admission,I lwas trained on 
~r use ofNSA SIGINT systell}S before deploying to the 

__________ - . L___J!etachrnent. Agency recor~document this training was 
(bl (3) - P . L . 86-36 1 givento! ,' ~ef~r_e,herdeployment. 

(U//fflU~ bespite th!s training! ~onducted a query 
on a telephone num.~r belongin_g to a U.S. person. Her actions 
were 91scovere9-ttirough ~ local audit of the SlGINT system on 9 
July,2011 and'documented in the NSA//CSS Intelligence-Related 
Incident report. , , · .. 

, , ', ~f ~UO~ ~~ several occasio1?5! !admitted to 
, ' . · :officials that she had entered the telephone number of a U.S. 

, .:_'-:: · · p,erson inm·the.SIGINT system and made a query on that telephone 
________ ..,.-:· · · · · · number. Her admissions are documented on the 12 September 
(b) (J) - P . L . 

86- 36 2011 NavycounselingletterandduringherinterviewwiththeOIG 
(b) (6) ..._ __________ .... andNCISon 15 August 2013 . 

. . . . . . . ~~~~ouo~l !has attempted to minimize her actions 
·•_by saying her unauthorized query of a U.S. person was the result of 

a ·training accident. Her argument does not change the fact'! that 
she'had been trained on the proper use of the SIGINT system 
before' deployment, entered the specific telephone nwnber of a 
U.S. person into the SIGINT system, and conducted a query of a 
U.S. person.wi_thout proper authoriz.ation. 

(U/,'¥0~0~ Base¢ upon the preponderance of the evidence, we 
conclude thatl konducted a query of a U.S. person's 
telephone number in the U.S. SIGINT system for a non
intelligence purpose. 

ffli> ~EC:RE~~"(Jfflftl\l 
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V. (U) RESPONSE TO TENTATIVE CONCLUSION --------(b) (3) - P . L . 86-36 
(b) ( 6) 

(U//rOUO~ Tentative conclusions were not sent td._ ____ _. 
She no longer has access to NSA SIGINT systems and is not under 
NSA command authority. 

'FOP SlJCIH11½'Sl,¥NOl'Oll.V 
8 



Doc ID: 6595176

NSA:  00010 
Release: 2017-10

IV-11-0073 

VI. (U) CONCLUSION 

(U//f'OU()) Based upon the preponderance of the evidence, the 010 concluded that 
I ~eliberately and without authorization queried a telephone number 

belongirig to a U.S. person. Her actions violated Executive Order 12333, USSID 18, 
5 C.F.~ §2635.704, and Department of Defense Regulation 5240.1-R, Procedures 2 
& 14. ' 

(b) (3 ) - P . L . 86-36 
(b) ( 6 ) 

1"0:P Sft'ftf!)}~b}fc.TO:f.ORJ\l 
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!(b ) (3 ) - P . L . 86- 36! 

l . I 
Assistant Inspector General for Investigations 

XOJ> 1,,;rnE:USftJn~,roRJR:t..' 
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Appendix A - Applicable Authorities 

(U) Executive Order 12333 United States Intelligence Activities 

(U) Part I, l.7 Intelligence Community Elements .... 

IV-11-0073 

c. The NATIONAL SECURITY AGENCY. The Director of the National Security 
Agency shall: 

(1) Collect (including through clandestine means), process, analyze, produce, and 
disseminate signals intelligence information and data for foreign intelligence and 
counterintelligence purposes to support national and departmental missions; 
(2) Establish and operate an effective unified organization for signals intelligence 
activities, except for the delegation of operational control over certain operations 
that are conducted through other elements of the Intelligence Community. No 
other department or agency may engage in signals intelligence activities except 
pursuant to a delegation by the Secretary of Defense, after coordination with the 
Director; 
(3) Control signals intelligence collection and processing activities, including 
assignment of resources to an appropriate agent for such periods and tasks as 
required for the direct support of military commanders; 
(4) Conduct administrative and technical support activities within and outside the 
United States as necessary for cover arrangements; 
(5) Provide signals intelligence support for national and departmental 
requirements and for the conduct of military operations; 
(6) Act as the National Manager for National Security Systems as established in 
law and policy, and in this capacity be responsible to the Secretary of Defense and 
to the Director; 
(7) Prescribe, consistent with section 102A(g) of the Act, within its field of 
authorized operations, security regulations covering operating practices, including 
the transmission, handling, and distribution of signals intelligence and 
communications security material within and among the elements wider control of 
the Director of the National Security Agency, and exercise the necessary 
supervisory control to ensure compliance with the regulations; and 
(8) Conduct foreign cryptologic liaison relationships in accordance with sections 
l.3(b)(4). 1.7(a)(6), and 1.I0(i) of this order. 

(U) Part 2, 2.3 Collection oflnformation. Elements of the Intelligence Community are 
authorized to collect, retain, or disseminate information concerning United States persons 
only in accordance with procedures established by the head of the Intelligence 
Community element concerned or by the head of a department containing such element 
and approved by the Attorney General, consistent with the authorities provided by Part 1 
of this order, after consultation with the Director ... 
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(U) United States Signals Intelligence Directive (USSID 18) 

(U) Section 3 -Policy, 3.1. The policy of the USSS is to TARGET or COLLECT only 
, FOREIGN COMMUNICATIONS. The USSS will not intentionally COLLECT 
communications to, from or about U.S. PERSONS or persons or entities in the U.S. 
except as set forth in this USSID. If the USSS inadvertently collects such 
communications, it will process, retain and disseminate them only in accordance with the 
USSID. 

(U) Section 4 - Collection, 4.1. (S-CCO) Commwucations which are known to be to, 
from or about a U.S. person or non-diplomatically immune visitor to the U.S. will not be 
intentionally intercepted, or selected through the use of a selection term . . . 

(U) DoD Regulation 5240.1-R. Procedures Governing the Activities ofDoD Intelligence 
Components that Affect United States Persons 

(U) Procedure 2 - Collection oflnfonnation About United States Persons, C. Information 
that identifies a United States person may be collected by a DoD intelligence component 
only if it is necessary to the conduct of a function assigned the collection component, and 
only if it falls within one of the following categories . .. 

(U) Procedure 14 - Employee Conduct, .B.1. Employee Responsibilities. Employees shall 
conduct intelligence activities only pursuant to, and in accordance with, Executive Order 
12333 and the Regulation. In conducting such activities, employees shall not exceed the 
authorities granted the employing DoD intelligence components by law; Executive Order, 
including EO 12333, and applicable DoD directives. 

(U) Standards of Ethical Conduct for the Executive Branch, Title 5, Code of Federal 
Regulations, §2635.704 Use of Government Property 

(U) (a) Standard. An employee has a duty to protect and preserve Government property 
and shall not use such property, or allow its use, for other than authorized purposes. 

(U) Title l&, United States Code, § 2511 - Interception and disclosure of wire, oraJ, or electronic 
communications prohibited. 

(U) (1) Except as otherwise specifically provided in this chapter any person who (a) 
Intentionally intercepts, endeavors to intercept, or procures any other person to intercept 
or endeavor to intercept, any wire, oral, or electronic communication; (b) Intentionally 
uses, endeavors to use, or procures any other person to use or endeavor to use any 
electronic, mechanical, or other device to intercept any oral communication; Shall be 
punished as provided in subsection ( 4) or shall be subject to suit as provided in 
subsection (5). 
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APPENDIX B 

NSA/CSS INTELLIGENCE-RELATED INCIDENT REPORT 
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COUNSELING LETTER 
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~ 11.z........... This corrective counseling is bei0g administered tcl._ _______ __.~o correct a deficiency and 

~

DETAILED REASON FOR COUNSELING: 

~ should NOT be viewed upon as a punitive action. ', 

On June 5,201 ti l:onducted an unauthorized.database query on an NSA system. 
Her actions, although not found to be l}lalicious or intentional, were in violation of Executive Orda 12333 
(Section 2.3), Department of Defense (PoDl Regulation 5240 .1-R (Chapter 2, Paragraph C2.3. 1; Chapter S, 
Paragraph C5.3.3. I/C5.3.3.2/C5.3.3.2. I; Chapter,5., Paragraphs C5.6 through CS.6.2.3), and Anny 
Regulation (AR) 318-IO. • • • • • ''. ------·---- ' It is the intent of this counseling; to makd ~\;\'are of the vic,lptions, to reinforce the 
importance of the above mentioned regulations, and to emp&a:siu.hei te&R()nsibility'IP the United States 
government while conducting the SIOINT mission. • · • 

......... 
.. .. : ........ : .... ------------(b ) (3 ) - P . L . 86- 36 

(b ) (6 ) 
OTHER AGENCIES INDIVIDUAL REFERRED TO FOR COUNSELING: 

None - · :,. 

~

SOLUTION DEVELOPED TO OVER~!)_l~~:t PROBl;El\°fAND i,~~~~~~rii'~fHER 
{ v'( INVOLVEMENT: .. - · · , : · 

.. .. .. .. .. , , f 

! ~kn~~ledged her negligence and that she has a re:~najtii~;ty to ~e to ALL 
dmlim ~"; l)a _,. ., """",.., ,.,..,.. .,...,,.,J = t,;u cqonlinme wilb I __ _~complete ALL annual Information Ass,urance training by COB 11 SEP05. 
Furthermore; e w1 coordinate withr-71.eadersbip, cre~tcaining slides, schedtile a trainklg site, and 
conduct ttaining-'?fl the above mentionea.vio'lations and USSID 18 (USSID SP0018) forl I 
Detachment persor11;iel on VBC. This ~ing is to be C(?mpleted by COB on 1 lSEPtO. , , 

' , , 

. . , 

~DIVJDUALS RESPON$E TO THJS C0"9'NSELING SESSION: 

NtHJr Af JH:JS ::J:i'r4F~j .--, 

,---- Hbl (3 ) - P . L . 86- 361 

., 
I 
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RbCORD 01' COUNSEi.iNG 
NI\SW 1510-45 (REV 8-91) 

.. ..-.. ~~ <VJ,__.. ........... ,_ - ~.. ' .... __ ... 

INSTRUCTIONS FOR Till-: COMPl,E'l10N OF ·1ms FORM 

I. Thi: counselinc .seffl()n should be In privaie and should mpe« the righcs of the individual. 

2. The statancn1, upon complc1jon, should be reviewed very camully in order 10 Ct1S11tC counselee 1D1dcnitmlds all CO!llffll:ftlS, 

3. Provide counsclcc ~ copy of this tCJ)Ol1 if he/she so desires. 

4. ensure report is filed wi1h Divisioo Offica's Notebook in a locked dcsL: or sate. 
(b) (3) - P . L . 86- 36 
(b) ( 6) 

PRIVACY ACr STATEMENT 

Alltbomation to n,quest die infcm1111ion in Ibis form as derived from Unjtc.f States Code JQl Oel>~tal 111pl1tioas. Purpose of lllls form is to provide lbc Division Officu with mxtily accessible dlla amcemiDil pcrsolllld In his/he, division. Tbc inmmwlon is used by the Division OfflClCr lo JlllllaF ud adatmistcr hislhcr personnc:l. and to taler nq:cssmy action, n:gardillg satisfattory or UDS111isw:tory perfomi111ce. Disclos-oflhc !blowing items of wonnllicn is volunla!y. The individual being doanncnledha.s 1he ript to e:>1.aminc arid copy this documcntlllion rcJatcd 10 him/her; have the rJah! to review and discuss the issues in order to resolve 1Jicm; have die rl&bt to reqllCSl 1111endmcn1:110, or IDOdificllCion o~ this doclJ!lent. Ally statelDCffl made CID and may be U$Cd against hiiolher in a c.ourt of law. ' 

OISEPJI 
DA'J'f. 

OlSEPlJ 
DATE TE&NAMt-:- _ 

DI ::JeP/1 

J~/1 

- .. 
RF.ASON FOR COUNSELJNO SF,SSION • I ( b ) ( 3) - p . L . 8 6 - 3 6 I 
(NOIB: Insert (P) for Positive • (N) for Neptive or (I) for tnfonnative] 

N PROFESSIONAL KNOWLEDGE: 
TECHNICAL KNOWI.r.DOE ct. APPLICATION 
CAJU:fR R.i:SPONSIBIUTY 

QUALTIY OF WORK: 
ST AND.ARD Of WORK; VAI.UTI Of DID PRODUCT 

EQUAL OPPORTUNITY: 
F AIRNT;SS; RP.SPr:<.'T FOR I IUMAN WORTII 
DOM1'511C & OcJ>a,IDENT RliSPONSllllLTfY 

MILITARY BEARING/CHARACTER: 
ADHERENCE TO NA VY CORE VALUES; CONDUCT 
DRESS &. APPEARANCE; Pl IYSICAL Ftnm:s 

N 

N 

N 

JOB ACCOMPLISHMENT/INITIATIVE: 
RESPONSIBILJTY & QUALITY OF WORK; 
ON THE JOB TRAINING PROGRESS 

TEAMWORK: 
CONTRJBUTIONS TOT~ BUll.DINO & TEAM .RESULTS 

LEADERSHIP: 
ORGAN17.ING, MO'l1VA'flNG ANl> Dia 'Vbl.OPING OTHERS; 
PERl'ORMANCE 

0111ER: 
INDr:.llrnONI!SS, COMMUNITY C:ONFUCT,ETC. 

f f , ~-' 




