Realizing that the field of foreign communications is a most sensitive source of intelligence, in which the security of our operations is of utmost importance to the United States, and having read Public law 513, 81st Congress, on the subject of Communications Intelligence, the significance of which and its relationship to my duties in the Central Intelligence Agency were explained to me, I DO HEREBY DECLARE AND Solemnly Swear as follows:

I will not discuss with or disclose to any person, regardless of his official position or status, any information relating directly or indirectly to Communications Intelligence, any information derived therefrom, or the nature of the sources of such intelligence, unless such person has been authorized to discuss and handle Communications Intelligence, and his authorization has not been revoked.

I clearly understand that the responsibility for affirmatively ascertaining whether a person is currently authorized and cleared for Communications Intelligence rests upon me.

I am informed that a change in my assignment or office, or other removal of my name from the list of authorized persons, automatically bars me from further handling of or access to Communications Intelligence or entry to restricted areas where such material is located.

I am aware that no change in my assignment or employment or other removal of my name from the list of authorized persons will in any way whatsoever relieve me of my obligations under the above oath, and that its provisions remain as fully binding in time of peace as in time of war.

I have taken the above oath freely, without any mental reservation or purpose of evasion; with complete understanding of its importance to the security of my country; and with full realization of the criminal penalties which may be imposed for violation of pertinent laws.

Signature: __________________________

Subscribed and sworn to before me

this ____ day of ____________ 19__.
To enhance further the security of the United States by preventing disclosures of information concerning the cryptographic systems in the communication intelligence activities of the United States

Be it enacted by the Senate and House of Representatives of the United States of America in Congress assembled, That whoever will knowingly and willfully communicate, furnish, transmit, or otherwise make available to an unauthorized person, or publish, or use in any manner prejudicial to the safety or interest of the United States or for the benefit of any foreign government to the detriment of the United States any classified information (1) concerning the nature, preparation, or use of any code, cipher, or cryptographic system of the United States or any foreign government, or (2) concerning the design, construction, use, maintenance, or repair of any device, apparatus, or device used or prepared to be used for use by the United States or any foreign government for cryptographic or communication intelligence purposes or (3) concerning the communication intelligence activities of the United States or any foreign government, or (4) obtained by any processes of communication intelligence from the communications of any foreign government knowing the same to have been obtained by such processes, shall be fined not more than $1,000 or imprisoned not more than ten years, or both.

SEC. 2 (a) The term "classified information" as used herein shall be construed to mean information which, at the time of a violation under this Act, is, for reasons of national security specifically designated by a United States Government agency for limited or restricted dissemination or distribution.

(b) The terms "code", "cipher", and "cryptographic system" as used herein shall be construed to include in their meanings, in addition to their usual meanings, any method of secret writing and any mechanical or electrical device or method used for the purpose of disguising or concealing the contents, significance, or meanings of communications.

(c) The term "foreign government" as used herein shall be construed to include in its meaning any person or persons acting or purporting to act for or on behalf of any faction, party, department, agency, bureau, or military force of or within a foreign country or for or on behalf of any government or any person or persons purporting to act as a government within a foreign country, whether or not such government is recognized by the United States.
(d) The term "communication intelligence" as used herein shall be construed to mean all procedures and methods used in the interception of communications and the obtaining of information from such communications by other than the intended recipients.

(e) The term "unauthorized person" as used herein shall be construed to mean any person who, or agency which, is not authorized to receive information of the categories set forth in section 1 of this Act, by the President, or by the head of a department or agency of the United States Government which is expressly designated by the President to engage in communication intelligence activities for the United States.

SEC. 3. Nothing in this Act shall prohibit the furnishing, upon lawful demand, of information to any regularly constituted committee of the Senate or House of Representatives of the United States of America, or joint committee thereof.

Approved May 13, 1950.